
PREREQUISITES 
None

EXAMINATION AND CERTIFICATION
Not applicable

PECB ISO 31000   
INTRODUCTION

▶▶ A student manual containing over 100 pages of information and practical examples are given to the participants
▶▶ A participation certificate of 7 CPD (Continuing Professional Development) credits is awarded to the participants

▶▶ Risk managers
▶▶ Business Process Owners
▶▶ Business Finance Managers
▶▶ Business Risk Managers
▶▶ Regulatory Compliance Managers
▶▶ Project Management
▶▶ Persons responsible for information security or conformity within an organization

▶▶ To understand the concepts, approaches, methods 
and techniques allowing an effective risk management 
according to ISO 31000

▶▶ To understand the relationship between the risk 
management and the compliance with the requirements 
of different stakeholders of an organization

▶▶ Concepts and definitions related to risk management
▶▶ Standards, frameworks and methodologies in risk 

management
▶▶ Implement a risk management program
▶▶ Risk assessment
▶▶ Acceptance of risk and management of residual risks
▶▶ Communicating, monitoring and controlling risk
▶▶ Risk assessment tools of IEC/ISO 31010

WHO SHOULD ATTEND?

LEARNING OBJECTIVES COURSE AGENDA DURATION: 1 DAY

GENERAL INFORMATION

LEARNING THE BEST PRACTICES IN RISK MANAGEMENT BASED ON ISO 31000

SUMMARY
This one day course allows the participants to familiarize themselves with the fundamentals of risk management using the standard 
ISO 31000:2009 as a reference framework. Participants will see different parts of a risk management program and the implementation 
stages of an optimal risk assessment. During this training, we will explore the ISO 31000 general risk management standard, the process 
model it recommends, and how companies may use the standard, and its companion risk assessment tools document IEC/ISO 31010
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